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1. Introduction
[bookmark: _GoBack]1.1. Overview
Location verification is used by the CN to determine whether a UE using satellite access is permitted to access a PLMN in its given location. The additional location verification is required because the cell size from a satellite can be large and span boarders.
The UE location verification is used by EPS for and 5GS for the satellite access each system supports respectively, and is used in Rel-17 and Rel-18.
1.2. SA2 Status
An LS (see S2-2210193 / R2-2211044) from RAN2 was sent to SA2 to ask whether there is any constraint on the latency of the verification procedure, and whether can the verification procedure be run independently from the targeted services. The LS response (S2-2211199) was sent out by SA2 which describes that the location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity.
The LS response is copied as follows:
	SA2 thanks RAN2 for their LS on Latency impact for NTN verified UE location. SA2 has the following answers to the 2 questions from RAN2.
…
Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started. 



1.3. RAN3 Status
RAN3 discussed the issue of whether the verification procedure could be run independently from the targeted services. The observations are summarized as below and detailed information of the discussion can be found in R3-231893:
· According to the discussion paper R3-231421, it has observed that at initial network attach by the UE, no services can be provided to the NTN UE until its location has been verified by the AMF. 
· Furthermore, according to the discussion paper R3-231759, two issues were raised for allowing the verification procedure to be run in parallel with the some services; which are 1) UE may be engaged in illegal activities and 2) UE may escape the verification.
According to the discussion, most companies agree that if UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. Also, many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified.

This paper re-considers the issue of allowing the UE to access the service before finishing the verification procedure.
2. Discussion
2.1. Discussion about the issue
According to the UE location verification descriptions in TS 23.501 of SA2, the 5GC may initiate UE location verification during Mobility Management and Session Management procedures. The original text is as below: 
	[bookmark: _Toc131516418]5.4.11.4	Verification of UE location
In order to ensure that the regulatory requirements are met, the network may be configured to enforce that the selected PLMN is allowed to operate in the current UE location by verifying the UE location during Mobility Management and Session Management procedures.



The mobility management procedures include initial Registration procedure, UE or NW triggered Service Request procedure, handover procedure etc. 
For the initial Registration procedure and the UE or NW triggered Service Request procedure when the UE is in CM-IDLE, as the AMF may not be aware of the UE location in a trusted way (e.g. due to UE mobility when UE is in CM-IDLE), it may cause regulatory and security risks if the network decides to provide services to the UE. 
Observation 1: If the AMF is not aware of accurate or reliable UE location, e.g. during the initial Registration procedure and UE/NW triggered Service Request procedure when the UE is in CM-IDLE, it may cause regulatory and security risks if the network decides to provide services to the UE.
The session management procedures include PDU Session Establishment/Modification procedures.
Once the location has been verified and services are running, the subsequent UE location verification can be run in parallel with ongoing services, e.g. AMF initiates UE location verification during the session management procedures which include PDU Session Establishment/Modification procedures.
Observation 2: Once the location has been verified and services are running, the subsequent UE location verification could be run in parallel with ongoing services.
According to the above observations, this paper proposes the following proposal:
Proposal: SA2 should discuss whether the issue being raised in RAN3 around the network not being aware of accurate location and solutions, if required.
3. Conclusion and proposal(s)
Observation 1: If the AMF is not aware of accurate or reliable UE location, e.g. during the initial Registration procedure and UE/NW triggered Service Request procedure when the UE is in CM-IDLE, it may cause regulatory and security risks if the network decides to provide services to the UE.
Observation 2: Once the location has been verified and services are running, the subsequent UE location verification could be run in parallel with ongoing services.
Proposal: SA2 should discuss whether the issue being raised in RAN3 around the network not being aware of accurate location and solutions, if required.
4. Annex: Comments from companies as discussed in RAN3
The following information are copied from R3-231893 and list here for information.
Q1-1: Do you acknowledge that no services can be provided to the NTN UE until its location has been verified at initial network attach?
Q1-2: Do you acknowledge that many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified?
	[bookmark: OLE_LINK4]Company
	Yes/No
	Comment

	Huawei
	Yes to Both
	Please see the analysis in [2] and [3], if we allow location verification to be done in parallel with any other UE related activities, there can be huge security risks.  
We also do assume that after the first attach, the UE is in good location and no immediate action is required by RAN e.g. cross border check etc …. 

	Nokia
	N/A 
	The questions are not related to RAN3. The verification is performed by the CN and initiated by the CN. It is up to CN (and SA2) to decide the answers for these questions. CN definitely know the UE’s state (e.g. registered or not). It is CN decide when initiate the verification. Please focus on RAN3 related issues.

	Ericsson
	Yes to both
	If operator policies require UE location verification by the network, as mentioned in [2] it is not possible for the network to provision any services to the UE before its location is known in a trusted way. Otherwise, it’s not even possible for the CN to e.g. properly route an emergency call. Once the location has been verified and services are running, it should be possible to run a subsequent verification in parallel with ongoing services.

	CATT
	Yes, but
	Actually, there should be a pre-condition for the questions above, i.e. if UE location verification is decided and initiated by 5GC, e.g. during the initial registration, the service should not be provided before the verification is finished.


	China Telecom
	Yes to both
	Considering safety and regulatory issues, it is necessary to first verify the location of UE during its initial registration process before providing services.

	TCL 
	Yes to both 
	According to WI requirements of supporting regulatory services it is necessary to verify UE location before service access.

	Qualcomm
	See Comments
	This is a SA2 issue as the verification is performed by CN. RAN3 has agreed that location verification is transparent to RAN. The actions upon failed location verification is also decided by CN. 
Please raise this in SA2

	Samsung
	Depends on SA2
	It is hard to acknowledge such issue within RAN3 scope, and these questions should be discussed by SA2 if SA2 finds it necessary.
Of course RAN3 could make observations and check with SA2 since there could be potential RAN3 impact.

	NEC
	Yes to both
	We agree with the analysis in [2] and [3], and we believe that if the UE location is under verification, some services should be suspended until the location verification success.

	ZTE
	Yes, but
	The UE location verification shall be done before other services. While, this issue should be checked by SA2, since there is no RAN3 impact on the UE location verification by CN.

	Thales
	Yes to both
	As mentioned by others companies above, it is not possible to provide any service from the CN before UE location verification by the NW. Otherwise, it should be regulatory and security risks.

	Deutsche Telekom
	Yes, but …
	From security/regulatory perspective the UE location verification is needed for service provisioning.
Observations made by companies in RAN3 should be discussed in or with SA2.



	Moderator’s Summary:
Most companies agree that if UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. Also, many other services if not all, e.g, mobility, etc, should also not be provided to the NTN UE until its location has been verified. In the meanwhile, some companies think this issue is in the scope of SA2 but not RAN3. The moderator thinks we should clarify our understanding and feedback to SA2, and of course the final decision is up to SA2.
WA: If UE location verification is decided and initiated by 5GC, no services can be provided to the NTN UE until its location has been verified at initial network attach. In addition, many other services, e.g, mobility, should also not be provided to the NTN UE until its location has been verified
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